
Single Sign-On (SSO) is a secure access method that allows users to use one login for many applications. With so 
many applications in use, remembering and storing passwords can be burdensome for users and compromise 
security. Single sign-on methods share a common goal of simplifying user access by authenticating against a single 
identity source, which in turn communicates with other applications to grant access.

Agiloft integrates with several SSO methods, listed here:

Google OAuth 2.0 SSO

SAML 2.0 SSO

Windows SSO

Single Sign-on with CAS

SPNEGO Kerberos Authentication
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https://wiki.agiloft.com/display/HELP/Google+OAuth+2.0+SSO
https://wiki.agiloft.com/display/HELP/SAML+2.0+SSO
https://wiki.agiloft.com/display/HELP/Windows+SSO
https://wiki.agiloft.com/display/HELP/Single+Sign-on+with+CAS
https://wiki.agiloft.com/display/HELP/SPNEGO+Kerberos+Authentication
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